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Fair Processing Notice for Direct Access Clients 
 

Queen Square Chambers processes data about our direct access clients. This Fair 

Processing Notice explains what data we process, why we process it, our legal basis, how 

long we keep it and your rights. 

 

We will always make sure that any personal data is protected and treated securely. Any 

information that we process will be held in accordance with the General Data Protection 

Regulation (GDPR), the Data Protection Act 2018 and other UK or EU data protection 

legislation 

Our contact details 

Queen Square Chambers 

56 Queen Square  

Bristol  

BS1 4PR  

 

T: 01179 211 966  

F: 01179 276 493 

 

Queen Square Chambers 

3rd Floor 

Capital Tower  

Greyfriars Road 

Cardiff  

CF10 3AG  

 

T: 02922 36 

When you are a potential client or a client, we will process the following personal data 

about you: 

In order to provide our services, we collect and process your personal data. We process 

information about you when you begin using our services and we process it on an on-going 

basis, should you become a client. 

 

We will process the following: 

 

 name, address, phone number, email;  

  a record of the information that is provided to us, including any data on ethnicity, 

religious beliefs, political views, trade union membership, sex life or sexuality or 

genetic/biometric information and any data revealing your physical or mental 

health; 
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 any criminal convictions or offenses, including cautions; 

 your instructions, via your solicitor; and  

 a record of any complaints/ compliments made by you and the action taken in 

respect of any such complaint/ compliments. 

 

 

Why do we need it? 

 

Queen Square Chambers processes personal data about our lay clients in order to provide 

an effective and high-quality service, to fulfil our legal obligations and where it is a legitimate 

activity. We will process your data: 

 to enable us to provide legal services; 

 to use material in the course of proceedings, whether by service on opposing parties, 

filing in court, or otherwise;  

 for the purpose of conflict-checking; 

 for use in the defence of potential complaints, legal proceedings or fee disputes; 

 to keep anti- money laundering records; 

 exercising a right to a lien;  

 to keep a record of your relationship with us; 

 to send you correspondence and communicate with you; 

 to meet our legal obligations; 

 to respond to or fulfil any requests, complaints or queries that you may have; and 

 to understand how we can improve our services or information. 

 

OUR LEGAL BASIS FOR PROCESSING PERSONAL DATA 

 

By law, we need a legal basis for processing the personal data of a lay client. We will process 

your data using the legal basis of consent, contract, legal obligation and legitimate interests.  

 

Consent 

Consent is given where we ask you for permission to use your information in a 

specific way and you agree to this.  Where we use your information for a purpose based on 

consent, you have the right to withdraw consent for this purpose at any time.  

 

Contract 

Consent is where we have contract with you to provide legal services or you wish to enter 

into a contract with us for legal services. 

 

Legal obligation 
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We have a basis to use your personal information where we need to do so to comply with 

one of our legal obligations.   

 

Legitimate interest 

We have a basis to use your personal information if it is reasonably necessary for us to do 

so and in our “legitimate interests” (provided that what the information is used for is fair 

and does not unduly impact your rights). 

For example, we have a legitimate interest to keep your personal data on our systems in 

order to keep it secure, process it and to provide you with a service. 

 We only rely on legitimate interests where we have considered any potential impact on 

you, whether or not our processing is excessive and that our processing does not override 

your rights. 

 

We will process the following personal data because we have a contract with you:  

We need the following data in order to provide you with legal services and we will not be 

able to carry out your instructions and represent you without the data. 

o name, address, phone number, email;  

o your instructions, via your solicitor. 

o name, address, phone number, email;  

o  a record of the information that is provided to us, including any data on 

ethnicity, religious beliefs, political views, trade union membership, sex life 

or sexuality or genetic/biometric information and any data revealing your 

physical or mental health; 

o any criminal convictions or offenses, including cautions; and 

o your instructions, via your solicitor. 

 

We process the following data because we have a legitimate interest in processing this 

data:  

 

o the IP address and the MAC address when you visit our website enables us 

to keep our website secure; 

o keeping your data in our system in order to keep it secure;  

o a record of any complaints/compliments made by you and the action taken 

in respect of any such complain/compliments; 

o to retain the data for conflict-checking purposes; and  
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o  to use your data in the defence of potential complaints, legal proceedings 

or fee disputes.  

 

We process the following personal data due to our legal obligation: 

o store your records for a minimum of 7 years due to rC129 of the Bar Standards 

Board Code of Conduct. 

 

 

SPECIAL CATEGORIES OF PERSONAL DATA AND CRIMINAL CONVICTIONS/OFFENCES 

 

Special categories of personal data are data revealing health, ethnicity, religious beliefs, 

political views, trade union membership, sex life or sexuality or genetic/biometric 

information.    

We process special categories of data with your explicit consent and where it is necessary 

for the establishment, exercise or defence of legal claims: 

 any data on ethnicity, religious beliefs, political views, trade union membership, 

sex life or sexuality or genetic/biometric information; and  

 any data revealing your physical or mental health. 

 

We process personal data relating to criminal convictions and offences as it is authorised 

by UK law and we have the appropriate safeguards in place. 

 

 

HOW LONG DO WE HOLD YOUR PERSONAL DATA? 

 

We hold your data: 

o for IT security – 1 year 

o after ceasing to be a client – 7 years 

 

 

WHO DO WE SHARE YOUR INFORMATION WITH? 

 

 Our software and cloud service providers;  

 courts and other tribunals to whom documents are presented;  

 lay and professional clients;  

 potential witnesses, in particular experts, and friends or family of the data subject; 

 solicitors, barristers, pupils, vacation pupils and other legal representatives; 

 ombudsmen and regulatory authorities;  

 current, past or prospective employers;  
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 education and examining bodies; and 

 business associates, professional advisers and trade bodies.  

 

 

DATA TRANSFERS OUT OF THE EU OR EEA 

We do not transfer any personal data out of the EU or EEA. 

 

 

YOUR RIGHTS UNDER THE GDPR 

 

 

You have rights in respect of our processing of your personal data which are: 

 

 To access to your personal data and information about our processing of it.  You also 

have the right to request a copy of your personal data (but we will need to remove 

information about other people). 

 To rectify incorrect personal data that we are processing. 

 To request that we erase your personal data if: 

o we no longer need it;  

o if we are processing your personal data by consent and you withdraw that 

consent;  

o if we no longer have a legitimate ground to process your personal data; or 

o we are processing your personal data unlawfully 

 To object to our processing if it is by legitimate interest. 

 To restrict our processing if it was by legitimate interest. 

 To request that your personal data be transferred from us to another company if we 

were processing your data under a contract or with your consent and the processing 

is carried out automated means.  

 

If you want to exercise any of these rights, please contact us. Please be aware that some of 

your rights will be limited due to legal professional privilege. 

 

If you have a concern about the way we are collecting or using your personal data, please 

raise your concern with us in the first instance.  You may also contact the Information 

Commissioner’s Office at https://ico.org.uk/concerns/. 

 

 


